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University of Phoenix Policy  
Applicant Privacy 

 
Effective: 1/6/2023 Supersedes: Applicant Privacy, V1 

3/30/2021 

number(s), internet protocol (IP) address, email address, social security number, driver’s license 
number, passport number, or other similar identifiers. 
 
Purpose(s) for Use Include:   
• Scheduling and conducting interviews 
• Identifying candidates, including by working with external recruiters 
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• Reviewing, assessing, and verifying information provided to conduct criminal and background 
checks and to otherwise screen or evaluate applicants’ qualifications, suitability, and relevant 
characteristics 

• Extending and negotiating the terms of offers 
• Administering and monitoring compliance with the University’s policies and procedures 
• Communicating with applicants regarding their applications and/or about other similar 

position(s) in which they may be interested 
• Maintaining applicant personal information for future consideration 
• Facilitating financial, tax and accounting audits, and audits and assessments of our business 

operations, security controls, financial controls, or complying 
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• Protecting and defending the University’s rights and interests and those of third parties, 
including managing and responding to employment-related and other legal claims or 
disputes and otherwise establishing, defending, or protecting the University’s rights or 
interests or the rights and interests of others, including in the context of anticipated or 
actual litigation with third parties 

• Complying with applicable legal obligations, such as responding to court orders, 
subpoenas, or other requests for information from government agencies, as well as 
assessments, reviews, and reporting relating to such legal obligations, including under 
privacy laws, employment and labor laws and regulations, and other applicable laws, 
regulations, opinions, and guidance 

 
Geolocation Data: precise geographic location information about a particular individual or device 
when 
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• Conducting audits and assessments of our business operations, security controls, financial 
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• Protecting and defending the University’s rights and interests and those of third parties, 
including managing and responding to employment-related and other legal claims or 
disputes and otherwise establishing, defending, or protecting the University’s rights or 
interests or the rights and interests of others, including in the context of anticipated or 
actual litigation with third parties 

• Complying with applicable legal obligations, such as responding to court orders, 
subpoenas, or other requests for information from government agencies, as well as 
assessments, reviews, and reporting relating to such legal obligations, including under 
privacy laws, employment and labor laws and regulations, and other applicable laws, 
regulations, opinions, and guidance 
 

Profiles and Inferences: inferences drawn from any of the information identified above (excluding 
protected classifications) to create a profile about an applicant reflecting the applicant’s 
preferences, characteristics, attitudes, abilities, and aptitudes. 

Purpose(s) for Use:



 
 

University of Phoenix Policy – Applicant 

mailto:Office.ComplianceUOPX@phoenix.edu
mailto:Office.ComplianceUOPX@phoenix.edu
https://leginfo.legislature.ca.gov/faces/codes_displayText.xhtml?division=3.&part=4.&lawCode=CIV&title=1.81.5
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• Geolocation data  
• Audio, visual, and other similar electronic data  
• Professional or employment-related information 



https://privacyportal.onetrust.com/webform/b716d8c0-510f-446c-8246-a4b79c9088f1/1d1de1c1-655b-4684-b088-30a7fb9099fb
https://privacyportal.onetrust.com/webform/b716d8c0-510f-446c-8246-a4b79c9088f1/44131c10-16c9-4905-9114-a2de0c2ea352
https://privacyportal.onetrust.com/webform/b716d8c0-510f-446c-8246-a4b79c9088f1/919618f9-8885-4c68-9a81-01d0f8f020d2
https://www.phoenix.edu/about_us/code-of-ethics.html

	Retention For each category of Personal Information collected, we only retain such Personal Information for as long as necessary to fulfill the purposes outlined in this policy and as otherwise needed to address tax, corporate, compliance, litigation,...
	Submitting a Verifiable Request You may make your verifiable request by submitting the appliable form(s) below:
	Alternatively, you may call 866-809-3444 (US Toll Free).
	Who May Exercise Your Rights You may make a request to exercise the above rights on behalf of yourself or on behalf of a minor if you are the parent or legal guardian of the minor.  In addition, you may authorize an agent to exercise your rights on yo...
	We may deny your request as permitted or as required by law, and we may charge a fee to process or respond to your request if it is excessive, repetitive, or manifestly unfounded.   Non-Discrimination The University will not discriminate or retaliate ...


